1. How could Verkada have mitigated risks associated with their admin account being compromised?
2. How should companies ensure that data from sensitive locations, like hospitals or prisons, is protected from unauthorized access?
3. What are the potential risks for customers when companies collect large amounts of live surveillance data?
4. Should regulators like the FTC impose stricter penalties and oversight on IoT providers?